EMIS 3150. ETHICS IN COMPUTING

Catalog Description
Computer professionals have a special responsibility to ensure ethical behavior in the design, development, and use of computers and computer networks. This course focuses on the education of the undergraduate through the study of ethical concepts and the social, legal, and ethical implications involved in computing. Issues to be studied include computer crimes, software theft, hacking and viruses, intellectual property, unreliable computers, technology issues in the workplace, and professional codes of ethics. Prerequisite: Junior standing.

Prerequisite
Junior standing.

Textbook
Richard Spinello, CyberEthics: Morality and Law in Cyberspace, Jones and Bartlett Publishers

Coordinator
Mary Alys Lillard

Goals
The focus of this course is applied ethics: in our case, ethics that exist in a technical context.  By its nature, normative ethics need to be analyzed, evaluated, and discussed.  (Goals of course?)

Topics Covered

1. Safety and Risk

2. Professional Responsibilities and Rights

3. Whistle-blowing

4. Ethics and Research

5. Conflict of Interest

6. Bribery/Acceptance of Gifts

7. Privacy

8. Security

9. Accuracy of Information

10. Freedom of Speech on Internet

11. Censorship on Internet

12. Ownership of E-mail

13. Hacking, Cracking, and Virus

14. Interference with E-commerce

15. Intellectual Property Rights
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